
February 21, 2002

Dear Committee Member:

The world has changed dramatically since we met in Chicago last August, and the Cyberspace Law Committee is focused on the implications of those changes for both general business lawyers and lawyers practicing in the technology area.

Earlier this year, the Electronic Privacy Subcommittee formed a CyberSecurity and Privacy Task Force to deal with the legal challenges raised by increasing concerns for security and privacy in the business context.  Those issues include, for example, governmental access to electronic communications, closer scrutiny of non-citizen employees and the development of electronic authentication and encryption programs.  The CyberSecurity and Privacy Task Force will assist business lawyers at the crossroads of security and privacy issues. 
Our programs in Boston will follow the theme of helping business lawyers react to recent developments in the law.  We encourage you to attend the three programs we will sponsor at the Spring Meeting.    

1.
Friday, April 5, 11:00 a.m.  Bots and Database Law for American Businesses


Chair:  Ian Ballon, Intellectual Property Subcommittee

As technology makes information more accessible, the use of databases has become more important to businesses of all sizes and types.  The speakers will debate the controversial questions of ownership and control of databases and the search for incentives to encourage development of electronic databases. 

2.
Friday, April 5, 2:30 p.m.  The Coming HIPAA Surprise:  Getting your Non-Healthcare Clients Ready for HIPAA’s Broad Reach


Chair:  Ray Gustini, Electronic Privacy Subcommittee

The Health Insurance Portability and Accountability Act of 1996 (HIPAA) rules impose detailed requirements on information and electronic practices of regulated healthcare providers and payers.  But there's more, and it affects thousands of non-healthcare entities such as employers, contractors and professional advisors.  The expert panel will discuss how these rules will significantly impact broad sectors of business that for the moment do not perceive of themselves as being in healthcare.

3.
Saturday, April 6, 2:00  Combating Cybercrime and Cyberterrorism:  An Examination of Civil Liberties, National Security and Business Law Issues


Chair:  Michael Vatis

Cyber-attacks are a growing phenomenon from which no company is immune.  Disgruntled employees and corporate spies break into computer networks to abscond with trade secrets or destroy valuable data.  Organized crime groups steal money, credit card numbers or other sensitive information and threaten to extort companies with threats of embarrassing and damaging disclosures.  Hackers spread destructive viruses or launch denial of service attacks that can shut down critical systems for hours or days.  And in light of what we are learning about the technological sophistication of Al Qaeda and other terrorist organizations, the threat of “cyberterrorism” is all too real.  This session will focus on the risk of such attacks against companies, best practices for recovery from a cyber-attack, liability and insurance issues for companies victimized by cyber-attacks and U.S. government efforts to deal with these problems.

*          *          *          *

In addition to these programs, the Cyberspace Law Committee’s Subcommittees and Working Groups will be meeting from Thursday afternoon through Saturday.  As always, there will be abundant opportunities for Committee Members to volunteer for the many Subcommittee and Working Group projects.  You may want to take a few minutes to visit the Committee’s area of the ABA Web site at www.abanet.org/buslaw/cyber.   

*          *          *          *

For your convenience, we are enclosing a complete list of the Committee’s meetings and Programs.  We look forward to seeing you in Boston.








Sincerely,








Thomas P. Vartanian








Chairman
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THURSDAY, APRIL 4
11:00 a.m. – 12:00 noon
Task Force on Alternative Dispute Resolution


Henry Judy and Karen Hagewood, Co-Chairs

1:00 p.m. – 2:00 p.m.
Subcommittee on Electronic Commerce


James Bryce Clark, Chair

2:00 p.m. – 3:00 p.m.
Subcommittee on Global Electronic Commerce Policy


Harold S. Burman and P. Nicholas Kourides, Chair

3:00 p.m. – 4:00 p.m.
Subcommittee on Electronic Privacy


Ray Gustini and Peter Allen, Co-Chairs

4:00 p.m. – 5:00 p.m.
Task Force on Cybercrime


P. Nicholas Kourides and Gwyn Price, Co-Chairs

4:00 p.m. – 5:00 p.m.
Subcommittee on Connectivity


Richard Keck and David Satola, Co-Chairs

FRIDAY, APRIL 5
8:00 a.m. – 9:00 a.m.
Working Group on Consumer Protection


Prof. Jean Braucher and Mark Budnitz, Co-Chairs

9:00 a.m. – 10:00 a.m.
Joint Meeting of Subcommittee and Working Group Chairs, Programs


and Publications, Membership and Legislative Reporters


Thomas P. Vartanian, Chair

10:00 a.m. – 12:00 p.m.
Cyberspace Law Committee


Thomas P. Vartanian, Chair


Immediately following business meeting – 


Committee Forum:  Bots and Database Law for American Businesses


Ian Ballon, Program Chair

1:00 p.m. – 2:00 p.m.
Corporate Aspects of Information Technology


Ellen Kuo and Michael McGuire – Co-Chairs

2:00 p.m. – 3:00 p.m.
Task Force on Electronic Agents and Automated Transactions


Dan Greenwood, Chair

2:30 p.m. – 4:30 p.m.
Program:  The Coming HIPAA Surprise:  Getting Your Non-Healthcare Clients Ready for HIPAA’s Broad Reach


Ray Gustini, Program Chair

4:00 p.m. – 5:00 p.m.
Subcommittee on Intellectual Property


Ian Ballon, Chair

4:00 p.m. – 5:00 p.m.
Netspionage Working Group


Michael McGuire, Chair

SATURDAY, APRIL 6
9:00 a.m. – 10:00 a.m.
Working Group on Transferability of Electronic Assets


Jane K. Winn and R. David Whitaker, Co-Chairs

10:00 a.m. – 11:00 a.m.
Working Group on Electronic Contracting Practices


Christina Kunz and John Ottaviani, Co-Chairs

11:00 a.m. – 12:00 noon
Working Group on Health Information Privacy


Ken Yale and David Quist, Co-Chairs

12:30 p.m. – 2:00 p.m.
Joint Subcommittee on Electronic Financial Services


John Muller, David Lipkin and Elizabeth Knospe, Co-Chairs

1:00 p.m. – 2:00 p.m.
Subcommittee on Internet Law


Elizabeth Blumenfeld and David Reiter, Co-Chairs

1:00 p.m. – 2:00 p.m.
Task Force on CyberSecurity and Privacy


Elizabeth Rindskopf-Parker, Chair


Bryan Cunningham, Vice Chair

2:00 p.m. – 4:30 p.m.
Program:  Combating Cybercrime and Cyberterrorism:  An Examination of Civil Liberties, National Security and Business Law Issues


Michael Vatis, Program Chair
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